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REDACTED - FOR PUBLIC INSPECTION 

February 5, 201 5 

Re: CG Docket No. 02-278 and CG Docket l\o. 05-338 

Dear Ms. Dortch: 

At the request of the Consumer and Governmental Affairs Bureau ("CGB"), on February 3, 2015 
Becky Burr, Bill Reidway, Dorean Kass, Andy Stickel and the undersigned, all ofNeustar, Inc. 

("Neustar"), met with Mark Stone, Kuit Schroeder, Aaron Garza, John Adams and Kristi 
Lemoine of CGB to discuss Neustar's products that assist companies in mitigating the risk of 
Telephone Consumer Protection Act ("TCPA") violations. In particular, Neustar discussed how 
its products can help with the problem of telephone numbers that have been reassigned between 
the time that a consumer has consented to receive a telemarketing ca ll on a telephone number 

and the time that a call is placed to that number. 

At the outset, Neustar informed the CGB representatives that it is not aware of any 
telecommunications industry databases that track all disconnected or reassigned telephone 
numbers. Per guidelines established by the industry, disconnected residential numbers are to be 
placed back in circulation within 90 days, though in many cases numbers are recycled at a much 
faster pace; disconnected business numbers are to be placed back in circulation within a year. In 
response to a later question, Neu star told the Commission that it is not aware of any authoritative 
telecommunications industry database that links all consumer names with their telephone 
numbers. 

Neustar explained that it has two products that companies use to mitigate their risk of violating 

the TCPA. The first of these, the Intermodal Ported Telephone Number Identification Service, 
helps companies avoid calling telephone numbers assigned to wireless carriers. Drawing on data 



from the Number Portability Administration Center ("NPAC") that Neustar administers as the 
Local Number Portability Administrator ("LNPA"), Neustar produces daily files of telephone 
numbers that have been potted from wireline carriers to wireless carriers and telephone numbers 
that have been ported from wireless carriers to wireline carriers. Using this information, 

companies can "scrub" their calling lists to remove telephone numbers associated with wireless 
service. Approximately 1,000 entities subscribe to this service. 

Neustar's second product, called Verification for TCPA, is a solution that was developed using 
the same underlying consumer intelligence and unique insights Neustar has long offered to 

numerous vertical markets, including financial services, collections, and retail. The service uses 
data drawn from many different authoritative sources and is updated in real time as new 

information becomes available. A key component of the Verification for TCPA service is 
understanding the strength of correlation between a name and a telephone number. Determining 
the strength of that correlation has multiple benefits for entities engaged in telephone calling. 
For example, knowing that a telephone number is strongly associated with the person that a 

company is attempting to reach makes the company's calling activities more efficient; time is not 
wasted calling the wrong party. In addition, by confirming they are dialing the person that 
initially provided consent to call that telephone number, companies can mitigate their risk of a 
TCPA violation. 

Customers ofNeustar's Verification for TCPA service typically submit a batch file containing 
the list of names and phone numbers they are planning to call that day or week, but the service is 

also built to support call-by-call querying if the customer chooses. The vast majority of the 
transactions processed by Neustar are received in real time. Neustar has the capability to handle 
significant transaction volume; processing billions of transactions every month. 

[BEGIN CONFIDENTIAL INFORMATION 
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Neustar recently added the capabi lity to evaluate the likelihood of whether a telephone number 

has experienced a disconnect event since the date when consent was initially obtained. [BEGIN 
CONFIDENTIAL INFORMATION 

CONFIDENTIAL INFORMATION) 

Neustar was asked whether its service can address the challenges presented with "Family Plans", 

namely situations where different members of a family plan have di fferent surnames. Neustar 

responded that, because it uses a variety of sources for its data and is not reliant solely on carrier 

subscriber data, it can often verify such users. 

Neustar's customers pay for the TCPA Mitigation serv ice based on the number of queries that 

are submitted for verification. While the product has customers across the board, Neustar's 

current customer base is primarily mid-sized to large companies. 

Ncustar concluded by reiterating that its TCPA Mitigation service is not a silver bullet for TCPA 

compliance but is a tool that companies can use, in conjunction with other services, to reduce 

their TCPA exposure and to spare consumers from unwanted calls, while also driving operational 

efficiencies and performance. 

cc: Mark Stone (via email) 
Kurt Schroeder (via email) 
Aaron Garza (via email) 
John Adams (via email) 
Kristi Lemoine (via email) 

Sincerely, 

Richard L. Fruchtennan, III 
Associate General Counsel 


